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The Mail Security Gap

The front door is well-protected. The back door is wide open…
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Small Threats with No Chain of Custody

Most Mail Threats

1. Small to fit anonymous drop box

2. Lack chain of custody

3. Exhibit unusual characteristics
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Common Types of Mail Threats

*Not Visible by X-Ray in Typical Quantities Found in Most Mail ThreatsTraditional X-Ray
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Hollistic Approach Tailored to Client Needs

5. Response Plan

• Internal procedures

• External coordination

4. Advanced Screening

• Right tools for the job

• Simple and easy to use

1. Leadership and Execution

• Internal security team

• External support resources

2. Standard Process

• Best practices

• Effective and actionable

• Disciplined

3. Education and Intelligence

• Reinforce SOPs

• Continualy updated
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Mail Screening Technology Mis-Match

https://www.cisa.gov/sites/default/files/publications/isc-mail-handling-screening-nonfouo-sept-2012-508.pdf

https://www.cisa.gov/sites/default/files/publications/isc-mail-handling-screening-nonfouo-sept-2012-508.pdf
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mmWave Imaging Technology

Satellite Applications Security Imaging Advantages

• Safe to use anywhere

• Dynamic imaging

• Direct feedback

• Easy to deploy
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Advanced Technology Mail Screening

MailSecurTM

Desktop 

mmWave 

Scanner

EODSecurTM 24/7 real-time 

expert remote support on demand

II. Liquids < 100 mg III. Powders < 100 mgI. Conventional Threats
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Closing The Mail Security Gap

1. Identify the problem – How is the back door protected?

Understand highest risk or most likely threats.

Implement a hollistic solution spanning people, process, and tech.

Use the right tools for the task.

Adhere to validated standards. 

2.

3.

4.

5.
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Appendix

ADDITIONAL RESOURCES
Mail Security Guidelines and Regulations
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Mail Security Guidelines

https://www.cpni.gov.uk/syste
m/files/documents/3f/b7/Intr
oduction-to-PAS-97-2015.pdf

https://www.cisa.gov/sites/de
fault/files/publications/isc-
mail-handling-screening-
nonfouo-sept-2012-508.pdf

U.S. DHS Guidelines

UK CPNI Guidelines

https://www.cpni.gov.uk/system/files/documents/3f/b7/Introduction-to-PAS-97-2015.pdf
https://www.cisa.gov/sites/default/files/publications/isc-mail-handling-screening-nonfouo-sept-2012-508.pdf
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Safe Mail Handling and Screening

https://www.fbiic.gov/public/20
10/nov/safe_Mail_Handling.pdf

https://about.usps.com/postal-
bulletin/2019/pb22529/html/info
_002.htm

USPS Suspicous Mail

USDHS Best Practices

https://www.fbiic.gov/public/2010/nov/safe_Mail_Handling.pdf
https://about.usps.com/postal-bulletin/2019/pb22529/html/info_002.htm
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